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§820.11 Information requirements.

(a) Any information pertaining to a
nuclear activity provided to DOE by
any person or maintained by any per-
son for inspection by DOE shall be
complete and accurate in all material
respects.

(b) No person involved in a DOE nu-
clear activity shall conceal or destroy
any information concerning a violation
of a DOE Nuclear Safety Requirement,
a Nuclear Statute, or the Act.

§820.12 Classified, confidential, and
controlled information

(a) General rule. The DOE Official in
charge of a proceeding under this part
may utilize any procedures deemed ap-
propriate to safeguard and prevent dis-
closure of classified, confidential, and
controlled information, including Re-
stricted Data and National Security In-
formation, to unauthorized persons,
with minimum impairment of rights
and obligations under this part.

(b) Obligation to protect restricted in-
formation. Nothing in this part shall re-
lieve any person from safeguarding
classified, confidential, and controlled
information, including Restricted Data
or National Security Information, in
accordance with the applicable provi-
sions of federal statutes and the rules,
regulations, and orders of any federal
agency.

§820.13 Direction to NNSA contrac-
tors.

(a) Notwithstanding any other provi-
sion of this part, and pursuant to sec-
tion 3213 of Pub. L. 106-65, as amended
(codified at 50 U.S.C. 2403), the NNSA,
rather than the Director, signs, issues
and serves the following actions that
direct NNSA contractors:

(1) Subpoenas;

(2) Orders to compel attendance;

(3) Disclosures of information or doc-
uments obtained during an investiga-
tion or inspection;

(4) Preliminary notices of violations;
and

(5) Final notices of violations.

(b) The NNSA Administrator shall
act after consideration of the Direc-
tor’s recommendation.

[72 FR 31921, June 8, 2007]

§820.20

Subpart B—Enforcement Process

§820.20 Purpose and scope.

(a) Purpose. This subpart establishes
the procedures for investigating the
nature and extent of violations of the
DOE Nuclear Safety Requirements, for
determining, whether a violation has
occurred, for imposing an appropriate
remedy, and for adjudicating the as-
sessment of a civil penalty.

(b) Basis for civil penalties. DOE may
assess civil penalties against any per-
son subject to the provisions of this
part who has entered into an agree-
ment of indemnification under 42
U.S.C. 2210(d) (or any subcontractor or
supplier thereto), unless exempted
from civil penalties as provided in
paragraph (c) of this section, on the
basis of a violation of:

(1) Any DOE Nuclear Safety Require-
ment set forth in the Code of Federal
Regulations;

(2) Any Compliance Order issued pur-
suant to subpart C of this part; or

(3) Any program, plan or other provi-
sion required to implement any re-
quirement or order identified in para-
graphs (b)(1) or (b)(2) of this section.

(c) Exemptions. With respect to a vio-
lation occurring under a contract en-
tered into before August 8, 2005, the fol-
lowing contractors, and subcontractors
and suppliers to that prime contract
only, are exempt from the assessment
of civil penalties under this subpart
with respect to the activities specified
below:

(1) The University of Chicago for ac-
tivities associated with Argonne Na-
tional Laboratory;

(2) The University of California for
activities associated with Los Alamos
National Laboratory, Lawrence Liver-
more National Laboratory, and Law-
rence Berkeley National Laboratory;

(3) American Telephone and Tele-
graph Company and its subsidiaries for
activities associated with Sandia Na-
tional Laboratories;

(4) University Research Association,
Inc. for activities associated with
FERMI National Laboratory;

(6) Princeton University for activi-
ties associated with Princeton Plasma
Physics Laboratory;

499



		Superintendent of Documents
	2016-07-08T06:28:07-0400
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




